ПОЛИТИКА АУТЕНТИФИКАЦИИ ДЛЯ ЛИЧНОГО КАБИНЕТА “ПАРТНЕР – API”

Дата:

1. **Изменение паролей:**

Пароли должны менять не реже, чем раз в 90 дней.

Минимальная длина пароля 12 символов.

Пароли должны содержать цифры, буквы (верхнего и нижнего регистра), спец. символы.

Пароль не должен повторять простые слова и их комбинации.

1. **Требования к удаленному доступу:**

Удаленный доступ осуществляется при помощи VPN.

1. **Требования к блокировке учетной записи:**

Учетная запись блокируется после 5 неудачных попуток входа на 1 час.

Возможность подключения только с одного устройства.

Сессия доступа будет автоматически прервана спустя 15 минут бездействия.

1. **Двухфакторная аутентификация:**

Осуществить обязательный и полный переход на двухфакторную аутентификацию с использованием мобильного телефона.

1. **Ответственность:**

Контроль за исполнением осуществляет руководитель – председатель правления Иванов А. Г.

Ответственность за подготовку документации и реализацию технических аспектов для данной политики аутентификации для личного кабинета возлагается на начальника отдела информационной безопасности – Петрова Б. В.

Руководитель компании:\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

Иванов А. Г.

Ответственный за исполнение: \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

Петров Б. В.

ООО «АВС»